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Version 1.2 — Strategic Exposure, Operational Awareness, and Expanded Doctrine (Extended Edition) 

 

INTRODUCTION 

The U.S. intelligence community (IC) isn’t just the CIA in trench coats or FBI agents tapping phones. It’s a 

sprawling, integrated ecosystem of surveillance nodes, psychological operations, data warfare, 

algorithmic profiling, and narrative control that stretches from global war zones to your email inbox. It 

isn’t confined to boardrooms or military bases—it lives in your traffic cams, your facial recognition 

logins, your library records, and the metadata they mine every time you blink online. 

If you’re organizing resistance, redistributing resources, offering mutual aid, defending queer and trans 

autonomy, or simply surviving as an “undesirable,” the IC has plans for you—and likely already knows 

your name. Their silence is never ignorance. It’s surveillance. 

This field guide is about turning the microscope around. It’s designed to decode the systems and 

strategies used by these agencies so that rebels, radicals, healers, defenders, and all enemies of empire 

can see the matrix for what it is—and learn to break it. Awareness is the first weapon. Pattern 

recognition is the second. Disruption is the third. And memory is what makes us dangerous. 

 

CORE AGENCIES IN THE INTELLIGENCE COMMUNITY (IC) 

1. CIA (Central Intelligence Agency) — Responsible for external operations including covert action, 

paramilitary operations, psy-ops, cyber operations, and clandestine support for regime change. 

It also contracts private surveillance firms and influence operations that quietly loop back into 

domestic control. 

2. FBI (Federal Bureau of Investigation) — The spearhead of domestic counterintelligence, the FBI 

targets radical movements, especially Black, Indigenous, trans, anarchist, abolitionist, and 

environmental networks. It infiltrates, surveils, entraps, and criminalizes dissent under the guise 

of federal law enforcement. 

3. NSA (National Security Agency) — Harvests and decodes mass communications traffic. Think of 

them as the wiretapper-in-chief, with access to global fiber optic cables, cloud providers, 

international telecom hubs, and your local smart TV. 

4. DHS (Department of Homeland Security) — While branded as anti-terrorism, DHS acts as a 

centralized force for domestic intelligence coordination. Through ICE, CBP, and other agencies, it 

deploys high-tech border surveillance, racialized policing, and data harvesting across fusion 

centers. 

5. NCTC (National Counterterrorism Center) — A clearinghouse that gathers intelligence from all 

IC agencies under the pretext of preventing terrorism. Its real role is tagging movement activity 

as pre-terrorist and feeding “person of interest” lists into law enforcement. 
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6. ODNI (Office of the Director of National Intelligence) — This agency’s role is administrative, but 

essential: it ensures intelligence sharing across all IC factions and handles the legal strategy that 

enables cross-platform repression. 

 

TACTICS OF THE IC AGAINST DISSENT 

1. Surveillance & Profiling 

• Nationwide dragnet of communications via XKEYSCORE, PRISM, and MUSCULAR. 

• Metadata profiling through telecom providers and search engines. 

• Mobile phone triangulation, silent SMS pings, and app-based GPS siphoning. 

• Biometric systems that track face, gait, voice, and even heartbeat patterns. 

• Use of campus security, neighborhood watch, and community policing to report dissenters. 

2. Infiltration & Provocation 

• Deep-cover agents embedded in movement collectives to sabotage trust. 

• CIs (confidential informants) rewarded for reporting internal strategy. 

• Provocation via encouragement of violent action, then subsequent arrests. 

• Strategic disinformation leaks to seed conflict between trusted organizers. 

3. Narrative Control & Discrediting 

• Fabricated news cycles engineered to make rebels look erratic or dangerous. 

• Redirection through controlled opposition groups and elite-aligned NGOs. 

• Framing mutual aid as terrorism; blurring the line between care and crime. 

• Shaming tactics in legacy media to fracture support for direct action. 

4. Digital Disruption 

• Coordinated algorithmic suppression of activist content on major platforms. 

• Deployment of bots to flood hashtags with spam or distort discussion. 

• Real-time surveillance of encrypted traffic flow (even without content visibility). 

• Injection of malware into activist networks using social engineering tactics. 

• Cross-referencing public livestreams with protest databases for facial capture. 

5. Psychological & Social Fragmentation 

• Emotional ops that weaponize burnout, isolation, and grief in social feeds. 
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• Use of memes, discourse traps, and “fake support” to collapse affinity groups. 

• Internal sabotage by turning respected members into pawns or pariahs. 

• Promoting fatalism or collapse narratives to suppress organizing momentum. 

6. Legal & Bureaucratic Leverage 

• Cross-agency subpoenas used to entrap rather than investigate. 

• Visa cancellations and international travel blocks for targeted activists. 

• Use of local police as proxy enforcers for federal surveillance data. 

• “Terror enhancement” sentencing used to scare and silence organizers. 

• Quiet coercion tactics: cooperate, or lose housing, family, insurance, custody. 

 

COMMONLY USED TECHNOLOGY & INFRASTRUCTURE 

• XKEYSCORE / PRISM / MUSCULAR — Used to intercept and archive global internet traffic. 

• Palantir — Advanced policing software for tracking affiliations, behavior patterns, and group 

mapping. 

• Fusion Centers — Regional intelligence hubs linking federal surveillance with local policing. 

• Stingrays — Spoofed cell towers to intercept device data without a warrant. 

• ALPRs — Real-time vehicle tracking used to follow movement leaders. 

• Clearview AI — Massive biometric database built from scraped social media profiles. 

• Amazon Ring & Citizen App — Private surveillance tied to law enforcement data streams. 

• ShotSpotter & predictive policing — Deployed in BIPOC neighborhoods to normalize constant 

monitoring. 

 

HOW THEY COORDINATE 

• Shared infrastructure like Guardian and N-DEx ensures real-time flagging of targeted individuals. 

• Multi-agency task forces (e.g. JTTF) allow federal IC to embed within local police. 

• Telecoms and Big Tech maintain “public safety partnerships” that bypass legal consent. 

• Cross-border data pacts (Five Eyes, Nine Eyes, etc.) ensure that nothing digital escapes their 

gaze. 

• Contractors like Booz Allen Hamilton, Raytheon, and TigerSwan blur the line between public and 

private repression. 
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CASE STUDIES 

• COINTELPRO (1956–1971): FBI’s domestic black ops to destabilize Black, Indigenous, and queer 

organizers. Lessons: trust is fragile, state lies are policy. 

• Standing Rock: Militarized surveillance of Indigenous sovereignty. Drones, psychological ops, 

private mercenaries. 

• George Floyd Uprising (2020): Use of mass surveillance tools, airspace control, predictive 

warrants, and NGO deflection. 

• Portland Black Bloc Raids: Use of federal kidnapping squads under the guise of 

counterterrorism. 

• ICE vs. Trans Migrants: Fusion of biometric tracking, social media profiling, and health data 

misuse to detain and deport. 

 

COUNTER-TACTICS FOR REBELS 

• Normalize digital hygiene: encrypted chat, burner phones, secure clouds. 

• Rotate leadership and decision-making roles—never let patterns set in. 

• Train every organizer in infiltration signs and emotional ops. 

• Practice operational silence. Not everything needs to be said aloud. 

• Archive movement history offline to resist digital erasure. 

• Use cloaking tech: anti-surveillance fashion, face obfuscation, jammers. 

• Build trust at the speed of safety—not faster. 

 




